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Abstract of the contribution: This contribution proposes the service provided by AUSF to TS 23.502.
1.
Proposal
It is proposed to add the following call flows and description to the TS 23.502.
* * * Start of Changes * * * *
5.2.x
AUSF Services
5.2.x.1
The procedure of UE Authentication service
5.2.x.1.1
Description
Service or service operation name: UE authentication 
Description: the requester NF requests the AUSF to perform UE authentication.

Known NF Consumers: AMF
Concurrent use: No
Pre-requisite conditions: the AMF decides to authenticate the UE.
Post conditions: the AUSF response whether the UE is successfully authenticated or not
Input, Required: Requester ID, UE permanent ID.
Input, Optional: None.

Output, Required: Authentication result and if success one or more master keys which are used by AMF to derive NAS security keys and other security key(s)
Output, Optional: None.

5.2.x.1.2
UE authentication flow
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Figure 5.2.x.1.2-1: UE authentication service
1.
The requester sends UE authentication Request message(Requester ID, UE permanent ID) to AUSF..
2.
The AUSF performs UE authentication procedure. This procedure may multiple message exchange between UE and the AUSF via AMF.
3. 
The AUSF response the authentication result to the Requester. If success the AUSF also response with one or more master keys which are used by AMF to derive NAS security keys and other security key(s)
* * * End of Changes * * * *
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